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Recent advances in robotics and artificial intelligence have allowed the development of cutting-edge
technologies. These new techniques opened new horizons for societies, reflected by the emergence of
new terms such as internet of things, big data, autonomous vehicles, home robots, smart cities, smart
farms and so forth. These terms correspond to the combination of several technologies employed to
automate cumbersome tasks that require high-level expertise or cognitive processes.

Unmanned Aerial Vehicles (UAVS), that are also popularly named drones due to the sound they
produce during flying, play a magor role in the conception of smart environments because of their
ubiquitous applicability. Their aerial point of view offers a global perspective of agiven area and allows
the consideration of new approaches for various applications. Examples of drone applications include
crop fields mapping or monitoring, wildfire monitoring, animal census, cellular communication and so
forth. The ability of drones to fly at different atitudes and their relatively small size makes them an
interesting tool for building inspection. In addition, they are a promising tool to perform tasks that
represent a danger for humans, such as air pollution, radiation measurements, and post-disaster
monitoring.

A smart city generaly refers to a combination of various tools employed for the automation of city
infrastructures such as shops, delivery, traffic management, waste management and so forth.
Surveillance is a frequent theme when designing smart cities. This task refers to monitoring a given
environment via different sensors (e.g., cameras) in order to detect abnormal or hazardous situations.
Currently, surveillance agents have to carefully watch continuous video streams for several hours to
detect or trying to prevent dangerous situations. Therefore, it is currently alaborious responsihility. In



addition to this difficulty, current surveillance systems generally rely on fixed-position cameras. Such
devices could represent a limitation to the task in cases requiring target tracking. Drones embedding a
camera represent a promising alternative (or complement) to fixed-position cameras.

This dissertation presents a possible approach to the development of an autonomous surveillance
system employing drones as moving cameras. The goal is to ease the cumbersome aspects of
surveillance by sending drones to check situations at particular checkpoints, and raising alerts when an
abnormal situation is detected. This work focuses on the two popular topics encountered in systems
involving drones; namely, navigation and data processing. It is noteworthy that despite security is an
important concern in any systems, this subject is out of the scope of this work.

In the proposed system, a human supervisor selects, through a graphical user interface, a set of
checkpoints to visit. This set of checkpoints is processed by a route planning module which searches
the best visiting order and allocates checkpoints among drones. Next, the module sends a plan to the
different drones. Then, drones visit their designated checkpoints and continuously send recorded videos
to a data processing module. This one looks for anomalies in received data. When an anomaly is
detected, it sends an alert to the human supervisor. The two different modules used in this system are
further explained below.

The route planning modul e tackles task allocation problems by using the A* algorithm to determine
the path between any two points. Then, it employs a discrete firefly algorithm to optimize the
permutation of checkpoints. The order of checkpoints is optimized according to an objective function
that considers not only the distance traveled by the teams of robots but aso the degree of uncertainty
about checkpoints' situations. We hypothesize that as long as optimization progresses, checkpoints
close together in the environment tend to be grouped in the permutation as well. Therefore, the discrete
firefly algorithm investigated in this essay performs local exploration on a neighborhood of contiguous
elements in the permutation. In addition, the size of the neighborhood is decreased as iterations increase
in order to limit exploration to mix groups of checkpoints.

Meta-heuristic algorithms, such as the firefly algorithm, have to face with the trade-off between
exploration and exploitation. This trade-off is generally managed by the different algorithm's hyper-
parameters. However, tuning such an agorithm is generally a laborious step and requires
meticulousness. Grid-search and random search approaches are commonly employed for this task.
However, these approaches lack of strategy and blindly try out combinations. Bayesian optimization is
arecently proposed method that infers the optimal combination of hyper-parameters by modeling the
outcome landscape of an algorithm from prior trials. In this dissertation, we employ such a method to
optimize the performance of our discrete firefly algorithm.

The data processing module deals with anomaly detection in videos recorded by drones. There are
numerous domains such as surveillance, medicine or industry where anomalies should be detected. The
concept of anomaly isill-defined and highly depends on the problem
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